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2:  What three questions should a risk 
assessment answer?

1:  What are the three general methods 
for valuing assets?

3:  What is a vulnerability assessment? 4:  What are the four objectives of a 
vulnerability assessment?

6:  What is the cost of loss formula?5:  What is the key to a vulnerability 
assessment?

7:  What are the basic functions of a 
security officer force?

8:  On what conditions should the 
decision of whether to arm an officer 
be based?



2:  What can go wrong? What is the 
likelihood it could go wrong? What  
are the consequences?

4:  1. Facility characterization 
2. Evaluation of facility’s PPS 
3. A site survey of detection, delay  
 and response 
4. Data to estimate their performance  
 against specific threats

8:  There is a greater danger to life safety 
without the weapon 
The officer may be reasonably 
expected to use fatal force

7:  Access control, patrol, escort, 
inspection, monitoring, emergency 
response, dealing with disturbed 
people, special assignments

5:  To thoroughly evaluate the system  
so that all paths to the assets are 
equally protected, and to consider 
what vulnerabilities exist given  
the defined threats

3:  The process of identifying and 
quantifying the weak points of a 
facility, entity, venue, or person.

1:  Monetary value, consequence criteria, 
policy

Security Management 1.6 p 18, GSRA Appendix II p 20
Physical Security 10.4 p 294

6:  K = (Cp + Ct + Cr + Ci) – (I-a)
 K = criticality, total cost of loss 
 Cp = cost of permanent replacement 
 Ct = cost of temporary substitute 
 Cr = total related costs 
 Ci = lost income cost 
 I = available insurance or indemnity 
 a =  allocable insurance premium amount 
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10:  What are the five pillars of ISO 
standards?

9:  Who should be involved in developing 
a standard?

11:  What is Herzberg’s behavioral 
theory?

12:  Which stakeholder group drives 
the ANSI standards development 
process?

14:  What are the five avenues of 
addressing risk?

13:  Assets protection is increasingly 
based on what principle?

15:  What are the five forces shaping 
assets protection globally?

16:  What is unity of command?



10:  Equal footing of members 
Market need 
Consensus 
Voluntary participation and 
application 
Worldwide applicability

12:  Standards users

14:  Avoidance, transfer, spreading, 
reduction, acceptance

16:  An individual should report to only 
one supervisor

15:  Technology and touch, globalization 
in business, standards and 
regulation, convergence of security 
solutions, homeland security and the 
international security environment

13:  Risk management

11:  Good job performance is a function 
of hygiene or maintenance factors, 
such as job security and working 
conditions, as well as satisfiers or 
motivators, such as recognition and 
advancement

9:  A broad group of stakeholders 
and interested parties, working 
collaboratively

Security Management 3.2.1 p 38

Security Management 3.3.2 p 41

Security Management 4.2.1 p 70

Security Management 4.4.3 p 88 Security Management 4.3 p 76

Security Management 4.1.3 p 69

SOP 3.2.1 p 48 Security Management 4.5.1 p 90

Security Management 3.1.3 p 37
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18:  To which departments should 
incident reports be distributed?

17:  What are the key tenets of effective 
incident reporting forms?

19:  What is the ultimate value of 
incident reporting?

20:  How can an organization without 
an incident database gain some 
benefits of a database?

22:  In Pastor’s public/private, substitute/
supplement model of policing, which 
cell represents the rarest scenario?

21:  What is the most consistent 
predictor of theft in all industries?

23:  What three factors are driving the 
growth of private policing?

24:  What is the optimal relationship 
between police and private security?



18:  Security, insurance, property 
accounting, legal, auditing, originator

20:  By developing an asset protection 
plan

22:  Public/Substitute

24:  Institutionalized coordination and 
cooperation through structural and 
contractual relationships

23:  Economic and operational issues 
(Fear of) crime and terrorism 
Order maintenance

21:  The employee’s perceived chance of 
being detected

19:  The opportunities it creates for 
avoiding future incidents, events, 
and losses through planning, 
employee awareness training, and 
security enhancements

17:  Design a good report form, teach 
security staff how to use it, 
promptly collect data and conduct 
initial analysis, produce periodic 
management reports

Security Management 5.7.4 p 125

Security Management 5.9 p 129

Security Management 7.1.2 pp 181-182

Security Management 7.1.3 p 184 Security Management 7.1.2 p 182

Security Management 6.2.4 p 144

Security Management 5.8 p 128

Security Management 5.5 p 116
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26:  What is the most significant 
distinction between public and 
private policing?

25:  What was the purpose of the 
Hallcrest reports?

27:  Where is it common for private 
security to supplement police in a 
public environment?

28:  What is likely to be the key 
component for alternative security 
providers in the future?

30:  What is the primary purpose of a 
security awareness program?

29:  What is the principal value of 
security awareness to executive 
management?



26:  Cost

28:  Order maintenance operations

30:  To educate employees on how to 
protect company assets and reduce 
losses

29:  Awareness of the security program’s 
financial contribution to the bottom 
line

27:  Business improvement districts

25:  To compare the U.S. security 
industry to public law enforcement 
quantitatively

Security Management 7.2.1 p 187

Security Management 7.5.2 p 214

Security Management 10.2 p 294 Security Management 10.1.1 p 292

Security Management 7.4.3 p 201

Security Management 7.1.3 p 185


