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2:  Who should be assigned the role 
of an organization’s emergency 
coordinator?

1:  What are the three types of 
emergency operation plans?

3:  Which departments/roles should be 
represented on a crisis management 
team?

4:  What are the four principles of bomb 
security?

6:  What is the key question in a bomb 
threat assessment?

5:  What security measures can help 
prevent or limit the effect of bombings 
if sufficient standoff distance is 
impossible?

7:  What is the most important and 
most difficult phase of bomb threat 
evaluation?

8:  Should the deliberations of a threat 
evaluation team be recorded?



2:  Someone regularly responsible for 
handling emergencies, such as the 
head of security or engineering

4:  Preventing a bomb from entering the 
site, early detection of bomb incidents, 
appropriate response measures, 
careful facility design

8:  Yes, to assist with subsequent 
investigations, to justify actions taken, 
and to provide a basis for future 
training and process reviews

7:  The review phase

5:  CCTV, security patrols

3:  Senior management, plans and 
operations, public affairs, HR, facilities 
engineering, security, safety and 
occupational health, legal, resource 
management, logistics, chaplain, 
employee union

1:  All hazards, standalone (different for 
each emergency), combination of all 
hazards/standalone
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6:  Whether the threatener could have 
done what was claimed
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10:  What does a balance sheet show?9:  What are the two goals when dealing 
with possible chem-bio mail attacks?



10:  Occupant (e.g. office, factories), 
warden (e.g. malls, museums), team, 
high risk

9:  Limit distribution of the material, look 
after any staff who have been exposed
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